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10. Wrong phone 
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How to Spot and Report Phishing

 How to report suspected phishing:

 1. Click “Home” 

 2. Select “Junk”

 3. Select “Report as Phishing”

 Alternative method:

 1. Save the Phishing or Spam email

as file (.msg or .eml format)

 2. Attach saved file to a new email

 3. Send email with attachment to reportphishing@ucalgary.ca or spam@ucalgary.ca respectively.

Notes: Please do not forward Phishing or Spam emails directly.

If you have any questions or concerns, please contact itsupport@ucalgary.ca or 220-5555 for assistance.

For more information visit it.ucalgary/cybersecurity.ca. 
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